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TOM TAT

Trong bai bdo niy, chiing t&i xem xét vin dé truyén din da ngudi ding trong hé théng chuyén tiép nhicu dau vao
nhiéu dau ra (MIMO). Trong d6, mot tram gbc dugc trang bi nhidu dng ten truyén ddong thdi thong tin dén nhiéu ngudi
ding thong qua sy trg gitip clia b chuyén tiép dudc trang bi méang dng ten 16n. Giao thiic giai ma va chuyén tiép (DF)
dudc xem xét bang cich st dung k¥ thuét td hdp ty 1& cuc dai/ truyén ty 1é cuc dai (MRC/MRT) hodc ky thuit tiép nhan
ép vé khong/ truyén ép vé khong (ZFR/ZFT), d€ xii ly tin hiéu tai bo chuyén tiép trong diéu kién thong tin trang thai kénh
khong hoan hao. Két qua, cdc biéu thiic chinh xdc va biéu thiic xdp xi dat dugc vé toc do kénh ngudi si dung va toc do
an toan rét kénh dbi véi mot xdc sudt rét kénh an toan cho trude. Ngoai ra, ching toi di dé xuét phén tich tiém cén trong
céc trudng hop dic biét khic nhau. N6 da tiét 16 réing, phan 16n ty 1& nghe trom dudgc loai bo khi mot sb lugng dng ten bo
chuyén tiép tién dén vo cling vi dong thdi ning lugng truyén tai tram gdc va bo chuyén tiép c6 thé dugc giam nhd xudng
déng k€ theo yéu tb 1 1¢ 1/v/N, trong khi d6 van duy tri dugc hidu suét hé théng an toan. Cubi cing, két qui md phong
thé hién tinh hop 1¢ trong phan tich clia bai bdo.

Tir khoa: Truyén thong an toan, MIMO da nguoi ding, chuyén tiép MIMO ldn, mang chuyén tiép.
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ABSTRACT

In this paper, we consider the problem of secure multiuser transmission in a massive multiple input multiple output
(MIMO) relaying system, wherein a base station equipped with many antennas transmits simultaneously its message
to multiuser at the destination via help of a relay equipped with massive antenna arrays. Decode and forward (DF)
protocol is considered by using the maximum ratio combining/maximum ratio transmission (MRC/MRT) or zero-forcing
reception/zero-forcing transmission (ZFR/ZFT) to process signals at the relay under imperfect channel state information
(CSI). As a result, exact and asymptotic expressions for user rate and outage secrecy rate for a given secure outage
probability of eavesdropper links are derived. Furthermore, we have proposed the asymptotic analysis in various special
cases. It is disclosed that the majority of eavesdropper rates is eliminated when a number of relay antennas go to
infinity, and simultaneously the transmit power at the base station and the relay can be scaled down significantly by
factor 1/v/N while maintaining secure system performance. Finally, numerical results confirm the validity of our analysis.

Keywords: Secure communication, multiuser MIMO, massive MIMO relaying, relay networks.

1. INTRODUCTION

Recently, massive MIMO system can considerably
enhance the data rate and serve many users in the
same time-frequency resource by utilizing hundreds
of antennas simultaneously. "> Massive MIMO inher-
its all the advantage of traditional multiuser MIMO
such as improved spectral efficiency, reliability, and
reduced interference. Owing to the efficient use of
the very large antenna arrays, transceiver is sim-
plified even with just simple linear processing,
e.g., maximum ratio transmission (MRC) or zero
forcing (ZF).3-® Therefore, multiple transmit anten-
nas techniques can also be exploited for enhance-
ment of secrecy performance. In literatures, 8 it was
found that,

the information leakage to an eavesdropper can be
fairly small and insignificant as the number of an-
tennas goes to infinity. As discussed in the article,’
with standard time division duplexing (TDD) mode
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the legitimate user obtains several orders of magni-
tude much larger than the received signal power at
the eavesdropper. This generates a state where the
secrecy rate is quite high rate to the legitimate user.
Altogether, massive MIMO enables excellent physi-
cal layer security without any extra effort.

In order to assess on the physical layer security per-
formance, the gap between the legitimate channel ca-
pacity and the wiretap channel capacity is usually de-
termined, namely secrecy rate. 1912 Several excellent
studies have investigated relay networks into physi-
cal layer security derived the considerable improve-
ment of the legitimate channel capacity through co-
operative diversity, hence enhances secure transmis-
sion. '31% However, presences of eavesdroppers in
wireless networks are usually typical passive in or-
der to hide their existence. Therefore, the transmitter
cannot obtain eavesdropper CSI. Besides, the quality
of legitimate CSI is also a challenge due to the fact
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that there exists legitimate channel estimation error
or a feedback delay.'*'¢ As in the article,'” when
the CSI is obtained by using property of reciprocity
in TDD model systems, it may be imperfect because
of delay or pilot contamination. In this context, the
concept of secrecy outage rate was also considered to
evaluate the secure communication with a given prob-
ability 131 due to unavailability of the eavesdropper
CSI. Additionally, combining multiple relay coop-
erative beamforming with artificial noise (AN) was
adopted to enhance the legitimate signal, and simulta-
neously degrade the eavesdropper signal. 222 Topics
of secure communications on physical layer security
including node authentication, message integrity, and
secrecy have also been considered.??

In general, unlike the corresponding classical cryp-
tographic approaches which are all based on com-
putational security, the added strength of physical
layer security is that it is based on information the-
oretic security, in which no limitation with respect
to the opponent’s computational capacity is assumed
and is therefore inherently quantum resistant. Phys-
ical layer security solutions emerge as competitive
candidates for low complexity, low-delay and low-
footprint, adaptive, flexible and context aware se-
curity schemes, leveraging the physical layer of the
communications.

Note that, secrecy performance of massive MIMO
relaying system under the amplify-and-forward for
multiuser transmission was discussed in the article. >*
In this paper, we continue surveying the relay-assisted
massive MIMO system under DF to enhance the se-
crecy performance which is the paper’s main moti-
vation. Specifically, we focus on considering relay
schemes, including MRC/MRT and ZFR/ZFT, and tak-
ing into account the effects of second hop channel
estimation for physical layer security in a massive
MIMO relaying network. The main contributions of
this paper are summarized as follows:

i) Based on two linear processing methods, the
secure multiuser MIMO downlink transmission
techniques are considered to solve the challeng-
ing issue of the short-distance between the re-
lay and eavesdroppers, and CSI imperfect chan-
nels. As a result, novel closed-form expressions
of data rate and secrecy outage rate for MRC/MRT
and ZFR/ZFT, which help us employ secure per-
formance comparison of different network and
system settings and provide significant insights
for system design and optimization. It is note-

Base station

Destination Eavesdropper ’
@ tinati GQ PP @ Dy //,
Figure 1. Relay-aided massive MIMO network.

worthy that secure transmission performance on
short-distance eavesdroppers is addressed.

ii) The multiple-antenna MIMO technique at the re-
lay is utilized by exploiting the large-scale an-
tenna array gain. When the number of relay an-
tennas approaches infinity, eavesdroppers of rate
have less effects on secrecy performance, and si-
multaneously the transmit power at the BS and
the relay can be scaled by factor 1/ VN.

The remainder of this chapter is organized in the fol-
lowing manner. In Section 2, the system model of the
massive MIMO DF relaying system employing phys-
ical layer security under imperfect CSI is presented.
In Section 3, we derive explicit expressions of the
secrecy outage rate for both MRC/MRT and ZFR/ZFT
methods, from which their secure performances in
diffident cases are compared. In Section 4, we ana-
lyze asymptotic behavior of secrecy outage rate func-
tions for typical power scaling laws in various sce-
narios. Numerical results are verified according to
proposed schemes in Section 5. Finally, Section 6
concludes the paper.

Notation: Throughout the paper, we use upper (lower)
case boldface to denote matrices (vectors). The super-
scripts *, T, and H stand for the complex conjugate,
transpose, and conjugate-transpose, respectively. A;;
denotes the (7, j)-th entry of matrix A, and Iy is the
N x N identity matrix. We use E {.}, ||.| and Tr(.) to
denote the statistical expectation, the Euclidean norm
and the trace of a matrix, respectively.

2. SYSTEM MODEL

In this section, the system model of secure multiuser
downlink transmission based on relaying is intro-
duced. Wherein, performance metrics are considered
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to evaluate on the secrecy characteristics of the sys-
tem.

2.1. General description

In this paper, the relay strategy assisting secure multi-
user downlink transmission is in Figure 1, wherein
the base station (BS) is equipped with A/ antennas
to serve corresponding single-antenna mobile desti-
nations, M, via help of a relay (R) with N anten-
nas. Because the system model is assumed that there
is no direct path between BS and all D nodes due
to a long propagation or shadowing.?>2¢ Specifically,
we will consider that a secure transmission downlink
when K antennas at BS simultaneously send mes-
sages to desired K mobile destinations (D1, ..., D)
with (1 < K < M) in presence of K passive eaves-
dropper (Ei,...,Ex) either pretending to be legiti-
mate destinations or to be idle mobile destinations.?’
We also assume that all E nodes are out of the cover-
age area the BS,?®? i.e., they are far from the BS and
close to the R and D nodes. Therefore, all E nodes can
only receive directly from the emitting R.

In the first phase, having K antennas transmit simul-
taneously their signal vector, x = |21, 29, ..., K]T.
Here, we assume that E{|z|?} = 1 so that P is the
average transmit power per antenna at BS. The re-
ceived signal at R is given by

YR = V/ PsGgrx + 1R, ()

where Ggr € CN*E denotes the channel ma-
trix from BS to R. It notes that the channel ma-
trices account for independent and identically dis-
tributed (i.i.d.) Rayleigh fading and time division
duplex. More precisely, Ggr can be expressed as
Ggr 2 v/erHpr, where the small-scaled fading
matrix Hggr € CV*N has i.i.d. CA(0,1) elements,
while factor ngR is the distance-dependent path-loss
random variable with variance E{|ngs|?} = 0.

By using the linear receiver, the received signal yg at
the relay is separated into K streams by multiplying
it with a linear detector matrix AT as

r=Alyg. )
=/ PsATGBRX + ATnR. 3)

In particular, the k-th signal stream processed at R
can be written as

K
r), = \/Psaj gerizy, + / Ps Z aj geRrii + aj .
"7““ @
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In the second phase, the relay performs linear pre-
coding to all decoded signals, x, in the first phase
by multiplying it with a beamforming matrix B, i.e.,
s = Bx. These signals are then broadcasted to des-
tinations. Hence, the received K x 1 signals at all D
will be

YD = GEDS + 1np,
= GI,Bx + np. )

In particular, we can write the received signal at Dy,
under the form of

K

YD, = 8o xbkk + Y Bko xbizi + 1Dy, (6)
i#k

where the channel matrix between the K des-
tinations and the relay is denoted by Grp =
[8RD.1, 8RD.2: - 8RD,k] € CV*K. Grp can be
further written as Grp = HRDD:{/S , in which
Hpp € CM*E includes the i.id. CA(0,1) small-
scale fading coefficients, and Dgp is the large-scale
fading diagonal matrix depended on distance path-
loss, and i-th diagonal element of the diagonal matrix
is denoted by [Dgrplii = 03ps, (i = 1,2,...,K).
Moreover, np and ng are the AWGN vectors at R and
K destinations, respectively, with i.i.d. components
following CA(0,1). From (4) and (6), the instanta-
neous received signal-to-interference-plus-noise ratio
(SINR) at R with k-th stream and Dy, is given by, re-
spectively,

Ps |a;;FgBR.k|2
Ps Z:I;k |a{gBR,¢|2 + Ps |a,:fnR

5. (D

YBR;, =

and
2
T
’gRD,kbk’

S lgrokbil* + 17

YRD;, = (8)
As a result, we can obtain an achievable rate of the
transmission links BS — R and R — Dy, respectively
as

AR, = logy (1+ 18R,) 9)

and

‘%RDk = log, (1 + ’)/R[)k) . (10)

At the same time, Ej tries to intercept information
from R to D;. Therefore, the received signal at Ej,
can be obtained as
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K
VE, = 8RexPkTk + Z gkepbizi + ng,, (1)
ik

where ggrg j; is the channel vector between Ej, and R,
ng, is the AWGN with zero mean and unit covariance
at Ey.
Similar to (8), we assume that the channel gre j; is
obtained at k-th corresponding eavesdropper is per-
fect CSI. Therefore, the achievable SINR at E;, is

2

|g£E,kbk|

iy lgresbil? +1°

TRE;, = (12)

From (12), the corresponding eavesdropper rate of
transmission link R — E;. derived as

'@REk = log, (1+7RE;€)- (13)

For secure multiuser massive MIMO relaying system,
we assume that the achievable total legitimate chan-
nel rate and the achievable total eavesdropper channel
rate are %Zp and g, respectively. From the perspec-
tive of information theory, the achievable secrecy rate
region for decode-and-forward dualhop relay wiretap
channel is expressed as '3

K
Rsg = (I — )" =Y Hep,,  (14)
k=1
where Zgg, is the achievable secrecy rate at D;,3!
given by
L@SE)C = [@Dk - ‘%Ek]-'_ 3 (15)

with [a:]+ = max(xz.0). In (15), #p, and Z, rep-
resent the achievable channel rate of the transmission
link BR;, -+ R — Dy and BR;, — R — Ej, respec-
tively. Thus, we have

1 .
Hp, = 5 min (ZgR,» ZrOy,) , (16)
and
1 .
R, = 7 nin (%8R, » #RE,,) - a7

2.2. Performance metrics

In this paper, we assume that there is no knowledge of
eavesdropper links at BS and R. Maintaining a steady
secrecy rate over all realizations of fading channels

is difficult since CSI eavesdroppers is unavailable.
Based on the given secrecy outage probability, ¢, we
take the maximum rate which is defined as secrecy
outage rate, #osg, . at Di,. Hence, we have’

CZPr(gﬂsEk >ng _gEk) (18)

From (17), we can rewrite (18) as

1
C =Pr |:'%03Ek > .@Dk — 5 10g2 (1 + ’YEk):| s (19)
= 1= B, 220 e) 1] (20)

where 7, = min (78R, Re,) and Fye (.) is the cu-
mulative distribution function (CDF) of vg,. After
we simply manipulate the expression (20), the system
secrecy outage rate as a function of ¢ can be derived
as

1
%OSEk = “@Dk — §log2 1+ F{Ei(l — C)], (21)

where Fyg, ~'(.) is the inverse CDF of F¢ (.).

We consider both MRC/MRT and ZFR/ZFT schemes un-
der practical wireless network scenarios. Specifically,
the BS and R locations are fixed while all destina-
tions serve as mobile terminals as the case consid-
ered in this paper. Therefore, the first-hop channel,
GgR, is considered as perfect CSI by accurately es-
timating. Whereas, the achieved second-hop chan-
nel, Grp, is imperfect due to applying due to channel
reciprocity in TDD systems and the mobility of desti-
nation nodes,” which leads to the channel estimation
€rTor matrix, GRD, of the actual channel matrix Grp,

we can write 32

Grp = Grp + €rps (22)
where Grp =[8rp 1- - . 8rD.K] € CWVxK) gpp =
[eRD.1, - - -, erD. k] € CN*K) s the estimation error

matrix, which is independent of C‘:RD, ie., Erp ~
CN'(0, Erp) with Erp = diag [agyl, = K] ,and
Grp ~ CN(0,Dgp — Egp) with Drp — Egp 2

Drp = diag [6%,371, . 75%&1{}’ whose element is
&%D,i = O‘%DJ — U‘g,i fori=1,2,..., K.
2.2.1. MRC/MRT processing

With low complexity, MRC/MRT scheme is widely ap-
plied in massive MIMO techniques.*** Hence, the

https://doi.org/10.52111/qn;js.2022.16307
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MRC receiver and MRT beamforming matrices at the
relay are respectively given by >0

AT = A}I'Iﬂnc 2 Gng 23)

and A
B = Brc £ pMRCGTRU 24

Here, Ajlq is chosen for facilitating signal process-
ing in the first phase. In the second phase, ByrT
is chosen under the practical CSI, i.e. GRD based
on the MRT criterion. Note that pyc is the power-
normalization factor to meet the long-term total trans-
mit power at the relay®, namely,

Pr

PuRC =~ It

— (25)
N i U%m‘

2.2.2. ZFR/ZFT processing

Similar to MRC/MRT scheme, when using ZFR/ZFT
scheme for the receivers and precoders at R can be
respectively given by®

-1
AT =A% 2 (GHEGer) G, (20)
and
A Ak AT Ax -1
B = BZF = pZFGRD (GRDGRD) (27)

where pzr is also the power normalization factor for
ZFR/ZFT, in which we use the property of Tr(AB) =
Tr(BA) and then applying** Lemma 2.9 to obtain

(28)

3. ACHIEVABLE RATE ANALYSIS AND
SECRECY PERFORMANCE

In this section, we will consider the achievable se-
crecy rate of the BS — R — Dy, link based on the
approach in the article, where the received signal is
analyzed as a known mean times the desired symbol
plus an uncorrelated effective noise. This is widely
utilized in analysis of MIMO technique since it can
be obtained an explicit rate expression and no require-
ment of instantaneous CSI at destination. Therefore,
we may analyze received signal streams at R and D
as follows:

From (4), the k-th received signal stream at R is
rewritten as

v, = \/ Psa] gpr 1Tk + 7R, , (29)

https://doi.org/10.52111/qn;js.2021.16307

where nR, is the effective noise at R, given by

K
iR, 2 V/Ps Y aj gerizi +ajng.  (30)

ik
From above analyses, the k-th received SINR at R

for both cases of MRC/MRT and ZFR/ZFT is express as
below

RO/ZF 2 Ps|E {angR,kHz
BR PsVar (a{gBR,k) + BPslS,. + NRy,

» BD

where IS, and NRj represent the interference be-
tween streams transmitted from BS — R, and the
noise at the relay, respectively. In particular, we have

K

5. 2> E {|angR7i|2}, (32)
itk

NRy, 2 E {|alnr|"} (33)

Similar to signal analysis way as in the first phase,
the corresponding received SINR at Dy, in the second
phase is derived from (6) as follows:

2
T
— 2 {ihobi |
RD, 5 .
Var (ggovkbo + Zf;k E {‘ggD,kbi } +1

(34)

Next, the legitimate channel rate and the secrecy out-
age rate will be considered in detail by using the
above technique.

3.1. MRC/MRT atR

When MRC receiver and MRT beamforming are per-
formed, we have the following theorem.

Theorem 1. For MRC/MRT processing, the achievable
rate of the transmission link BS — R — Dy, in the
massive MIMO DF relaying system is tightly approx-
imated as
1 N Pso?
T = _ 1 in{ ——BR
Dy, 3 08y + min KPSU§R 1

N Prétp }) '
[PR (&%D,k + ng) + 1] Zfil &%DJ
(35)

Proof. See Appendix A. O
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For eavesdroppers, we assume that each eavesdropper
has perfect CSI by the channel estimates. Therefore,
the corresponding eavesdropper rate at E; can be ob-
tained as

1 .
%E;;c =3 log, (1 + min (vgpﬁckﬂgﬁ)) J

1 NPsO'%R
| 1 in [ —"2"BR __
5 089 ( + min (KPSU%R+ T

2
Piinc ’g:FCE,kgl*aD,k‘
. . (36)
+1

2 K T ok
PR D itk 8RE,k8RD,i

Thus, the achievable secrecy rate at D, can be given
by

; MRC . MRC
1 4 min (’yBRk R VRDk)

1+ min (7S 715 )

1
2 = S,

3 (37

Based on (37), the asymptotic form for the secrecy
outage rate at Dy, is derived in the following Theo-
rem 2.

Theorem 2. Subject to a predefined outage secrecy
probability, (, the secrecy outage rate of Dy in
MRC/MRT of massive MIMO DF relay network under

. (KPsode+1)6d5,\ . .
N > max | K, (PZ,BR—K)A,?D"‘ , is given by
SOBR 2oith 9RD,i

Fose, = Hb,, — Hog, (C), (38)

where Zgg. (C) is obtained as shown in (39) at the top
of the next page.

Proof. See Appendix B. O

3.2. ZFR/ZFTatR

For ZFR /ZFT, we can also obtain the rate and
secrecy

outage rate of Dy, which are similar to the con-
sideration way in MRC/MRT. As a result, we have a
closed-form expression for the achievable rate in the
following Theorem 3.

Theorem 3. For ZFR/ZFT processing, the achievable
rate of the transmission link BS — R — Dy, in the
massive MIMO DF relaying system is given as in (40)
shown at the top of the next page. 0O

Next, the acquired rate at corresponding Ej for
ZFR/ZFT is

T Ak AT Aox -1
YRE, = PzF8RE,k [GRD (GRDGRD) ] Tkt

ES)

K
N N N —1
pzF Z ZRE 4 [ RD (GEDGED) ] L gy,

iZk i
K
= ggg,k |:BZFi| L T + Z ggg,k [BZF] Ti + Mg,
v ]
i#k/

(41

where [sz]k S {GED (GEDGED)”} . Note that
k

the received signal at Ej, is presented to be similar to
one at Dy, in the proof of Theorem 3. Therefore, the
acquired eavesdropper rate at Ej, is given by

1
XE, = 5logQ <1+ min {(N — K)Psogg,

2

Jn ‘EEEJ«, [BZF]k
2 [y, el [Ba [ +1)/)
Pze |2 ik BRE ) zF) | T
(42)

The secrecy outage rate at Dy, is derived in Theorem 4
by using the approach like MRC /MRT.

Theorem 4. Subject to a predefined outage secrecy
probability, (, the secrecy outage rate of Dy in
ZFR/ZFT of the massive MIMO DF relay network

under N > (K—f— L I ) can be

2 52 K
PS”BR"’RD,k Zi#k TRD -
Ji

given by

Aiie, = XS, — X, (C), (43)

where %G, (C) is obtained as in (44) shown at the top
of the next page.

Proof. See Appendix D. O

Remark 1. It is found that the achievable rates in
Theorem 1 and 3 are also valid for traditional MIMO
systems. However, achieved their bounds in mas-
sive MIMO systems are tighter than that in tradi-
tional MIMO systems since the central theorem is
performed to approximate the effective noise in both
phases.
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K -2 2 2 2 K -2
wRG, - a1 N is10rpi— (PRURE KOrD.E T PRORE Zz‘;ék URD.z) log ¢

g, (C) = 3 logy 2 K 2 - (39)

N Et 1 URD i PRURE,k Ei;ﬁk Orp,; 108 ¢

1 N — K)Pré2
A5, = 5logy | 1+min { (N — K)Psogg, ( ROk i (40)
RE7 10 +URDk21 10RDL

Remark 2. Based on the effective multiuser interfer- ey = Zfil &%D,i, fu = _ERU%E,M}%D,/« log ¢,

ence suppressing capability of ZFR/ZFT technique in
relaying systems, the achievable rate on the BS —
R — Dy transmission link is better than that for
MRG/MRT

Remark 3. Sartisfying constraint conditions in Theo-
rem 2 and 4 is easy by more increasing a number of
N antennas at R. It implies that the signal processing
systems are proposed with low-complexity, and con-
currently the secrecy outage rate can be improved due
to the very large number of relay antennas.

Therefore, the secrecy outage rate should be con-
sidered in the regime of very large N to enhance
the spectral efficiency, namely to improve the secure
downlink transmission in multi-antenna MIMO re-
laying systems in the presence of eavesdroppers. In
addition, the joint utilization of massive MIMO and
relay can fully exploit another benefit as cutting down
transmit power at the BS and relay without compro-
mising the system performance, which is shown by
the following section.

4. ASYMPTOTIC ANALYSIS WITH MAS-
SIVE ARRAYS

With the advantage of increasing a number of N an-
tennas at R, this section will investigate in the asymp-
totic analysis scenarios to provide insights into the
system characteristics. Specifically, when N — oo
with ﬁxed total transmit power of Fs and Fp, i.e.,

Ps = ND" Pr = & with o, 8 € [0, 1]. %DSEk with
A € {MRC, ZF} can be re-expressed, respectively, as

Raser = Ry — g (C). 45)

where %SLOC and %éfo (¢) are given in (46) and (47)
for MRC and (48) and (49) for ZF, respectively, with

https://doi.org/10.52111/qn;js.2021.16307

hw =

-2 K _1 —
TRD Qi1 250 fo =

2 K o _
—ERrORe & 2oizk OrD, 108G, €2 =
—Erogg log¢, and

_ 2 a9 K 1
ez = —ERORe 1Ok & Zi;ﬁk 52 log C.

1 NFEso?
@MRC =21 1 3 _>"BR
3 089 + min KESUER N

NERGRp ))
[ER <URDk+0ek)+N’B] Y16k, ,
(46)

NU=Bley + fu+h
GPMRC M M M
0Ej (C) Ing < N<17'3)6M + hM ) (47)

and

1 N — K)Eso?
9?,231; =3 log, (1 + min (%,

(N — K)ERGap 4 ))
Er Y lgez+Nﬁ0RDkz ’

= 1‘7Rm

(48)

1

NPez+ fz+1

Nﬁez + hrz

From (46) and (48), it shows that o and 5 should
be chosen in the interval [0,1] for non-vanishing

MRC,/ZF .
%’Dk / as N — oo. Because, if we choose « and/or

B> 1, %gic/ Z may be zero. Therefore, we now
consider the asymptotic achievable rate and secrecy
outage rate of the transmission link BS — R — Dy,
as N — oo in some following special cases. More
explicitly, selected factor pairs, (a, 3), are at high
bound of [0,1], i.e., « = 1 and/or 8 = 1, and in
the interval (0,1),i.e., « = 1/2 and/or § = 1/2.

1021 Quy Nhon University Journal of Science, 2022, 16(3), 95-111



QUY NHON UNIVERSITY

IR SCIENCE

9 K 1 2 2 o K 1
ORDJ Daic1 55— — (PRURE,k + PRORE 1ORD & Do itk 32, Z) log ¢

1 IRD,i
REE, () £ 5 logy N . (44)
: A~ 1 . A K 1 .
2 UéD,k >i1 0. PRO—éE,kalz?D,k Zi;ék a2, log ¢
Proposition 1. When the number of N antennas at o Cuse2: cvand 8 are chosen in the interval (0, 1).
the relay approaches infinity, the secrecy outage rate We choose o = 1/2 and/or 8 = 1/2 in several

of the transmission link BS — R — Dy, for MRC/MRT cases as follows:

and ZFT /ZFR in some cases can be asymptotically ap- ) 5
- Case 2.1: (o, 8) = (1/2,1/2) ice., (Ps = =

proximated, respectively, as follows: VN’
Pr= EB_)
e Case 1: avand [3 are chosen at bound to be equal VN
to one in several cases as follows: )
) _ . R _ %’Mﬁgﬂm = —log, | 1+
- Case 1.1: (o, B) = (1,1) ice., (Ps = 3, Pr = OSEj, 2
Lr
V) VNERGHy .
4 min \/NESUQBR, _ ,
MRC.co _ | . ,  EROgpy SR 62,
%DSE]; =—logy | 1 + min EsaéR, K—A; i=1"RD,i
2 > i ORD,i (56)
1 ey + fu+ hy
——logy | ———— 50
20g2< eM+h/M >7 ( ) .
Ry = 5 108 <1+
G — l logy | 1+ min E502 L VNE
0SEr — 2 'SYBR> K : . 2 R
k 2 Zi:l (ATélDTi min (mESUBR7 g)) .
(51) 9RD, i
(57
- Case 1.2: (a,8) = (0,1) ice., (Ps = Es, Pr =
E_\p) - Case 2.2: (a,B) = (0,1/2) ie, (Ps = Es,
1
MRC.o0 _1 log, [ 1+ ERrogp . \
0SEx o o2 S, &%D’i O 11 . \/NERURDJc s
0SE, 5 1082 t—=r—= | 6%
L (ent fut by (52) 2i=1 kD
9 g2 en + hM )
1 NE;
Host, = 3 logo |1+ =] - 3) > 2.
Zi=1 20, "

- Case 1.3: (o, B) = (1,0) ice., (Ps = L3, Pr =

E
ER) R)
MRC, 1 2
ZF,0c0 __ 1 | 2 ZF.00 __ 1 | 2
'@DSE;,‘, = 5 lng (1 + ESUBR) — ‘@DSE;“, = 5 10g2 1+ vV NESUBR —

1 ez+ fz+hs 1 ez + fz+ h
—1 —_ . 55 -1 _ . 61
2 082 < ez + hy > (3 2 082 ( ez + hy 1)
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(N — K)Erigp i

1
Z#E = ~log, | 1+ min ) K 75 K ' ©
c=3 N ErYit1 0%+ Nogoy Xint 37,
R K 1 o 5 7
ZF 1 NJ%D,k Din1 Roi (U%E"k " U%E’kU%D’k Z#k 6RD<"’> Frlose
Fog, (C) = 3 log, | 7

-2 K 1 2 -2 K 1
Né6gp x Doica FER ERoge 1.0k & Dtk -log ¢

32
RD,i

Proof. We first consider Case 1.1 by rewriting (48)
and (49) with Ps = Es/N,Pr = Es/N, as in (62)
and (63) shown at the top of the next page. The de-
sired result as in (50) and (51) can be readily obtained
by the property of log,(1) = 0 as N — oo. Other
cases are omitted due to having the similar proof
way. O

Remark 4. Proposition 1 shows that, in the regime
of very large relay antennas associating with either
MRC/MRT or ZFR/ZFT technique at the relay, the
transmit powers at both the BS and R in Case 1 and
Case 2 will be scaled by factor 1/N and 1/v/N, re-
spectively. As a result, the deterministic asymptotic
expression of %gpch/kZF is derived as N — oo in all
cases. In addition, the acquired rate of the k-th eaves-
dropper in almost cases is average out due to the law
of large numbers, i.e., %gg:/ o0, except some
cases as Case 1.1 and 1.2 for MRC/MRT, Case 1.3 and
2.3 for ZFR/ZFT go to a constant value as N — 0.
Thus, to obtain the effectiveness against eavesdrop-
per;, Case 2 should be adopted into the massive MIMO

DF relaying system.

5. NUMERICAL RESULTS

In this section, we will assess the secure performance
under different consideration by employing Monte-
Carlo simulations. Most of the simulation cases, we
set ¢ = 0,1, 02, =01, K =10, and Ps = Pr =
10 dB, where the signal-to-noise ratio (SNR) is de-
fined by either SNRs = 10log;, Ps or SNRg =
10logq Pr to represent different transmit SNRs in
dB at cither BS or R, respectively. Moreover, we will
take the path-loss effect of org . when its value is ad-
justed, and of opR is normalized, i.e., opr = 1.

Figures 2 and 3 illustrate secure performance of both
MRC/MRT and ZFR/ZFT processing techniques at the

https://doi.org/10.52111/qn;js.2021.16307
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Figure 2. Secrecy outage rate versus Pr with
OREk = 1and Ps = 10dB.
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Figure 3. Secrecy outage rate versus I’s with
ORE k = 1 and PR =10 dB.
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Figure 5. Effect of N on secrecy outage rate with
Ps=Pr=10dBand ( = 0.1

relay, for the same target secure outage probability
¢ by varying different transmit SNRg with fixed Ps
corresponding Figure 2 and different transmit SNRg
with fixed Pr corresponding Figure 3. In Figures 2
and 3, the secrecy outage rate will be improved by in-
creasing either PR or Fs increases at low SNR regime
but it rapidly approaches to a saturated level, which
is determined by network settings. However, when
the secrecy outage rate is considered in three cases
of N,ie, N = 50,N = 150 and N = 300, it
can see that increasing a number of NV relay anten-
nas can enhance the system outage rate for all range
of SNRs and processing technique used at the relay.
As a result, there are the following two distinguished
regions. The secrecy outage rate for MRC/MRT outfer-
forms that for ZFR/ZFT at low SNR regime. Whereas,

the achieved secrecy outage rate for ZFR/ZFT within
high SNR regime is better. It is due to the fact that, at
high regime, the effect of multiuser interference for
the MRC/MRT scheme is larger than that for ZFR/ZFT,
while the system for ZFR/ZFT is able to null multiuser
interference signals,® i.e., multiuser interference is
not completely canceled out in MRC/MRT but nulled
by projecting each stream onto the orthogonal com-
plement in ZFR/ZFT scheme.

In Figure 4, the secrecy outage rate is investigated un-
der two typical network settings, i.e., Case 1: SNR =
Ps = PR = —15dB and Case 2: SNR = P5 =
Pr = 5dB, when we adjust a number of destinations,
K. It can see that MRC/MRT outperforms ZFR/ZFT in
Case | but not the same in Case 2, which is consis-
tent with the numerical results in Figure 2 and 3. Be-
cause the multiuser interference of the transmission
link BS —+ R — Dy within low SNR is very small,
due to being inversely proportional to the number of
antennas. However, within high regimes of SNR, the
multiuser interference is large enough, resulting in se-
crecy outage rate for MRC/MRT is inferior.

In Figure 5, the transmit power at the source and the
relay are fixed by 10 dB, i.e., Ps = Pr = 10 dB
and ¢ = 0.1. The effect of eavesdropper links is in-
vestigated by comparing the secrecy outage rate with
different values of org . It can be seen in Figure 5
that, for a given outage probability bound (, ZFR/ZFT
can derive better secrecy outage rate than MRC/MRT,
which confirms the advantage of the ZFR/ZFT scheme
over the MRC/MRT within moderate to high SNR re-
gion. Moreover, the secrecy outage rate is consid-
ered in three cases of V, i.e., N = 100, N = 200,
and N = 300, with the same effect of org ;. Re-
sults shows that increasing the number of antennas’s
N at R provides us an effective method to improve the
achieved secrecy outage rate. On the other hand, the
MRC/MRT and ZFR/ZFT are not so sensitive to short-
distance eavesdropper, which shows us that the ca-
pability of both linear processing techniques against
passive eavesdropper at short-distance is fairly good.

In the two figures of Figures 6 and 7, we illustrate the
system secure performance when N approaches in-
finity in some power-scaling laws of Case 1, and 2, as
addressed in Proposition 1. As expected, all asymp-
totic secrecy outage rates are in good agreements with
the upper bound in Case | and the enhancement of

rate of OSEx (,%’glsll%u) in Case 2 at high regime
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of N. The advantage of ZFR/ZFT over MRC/MRT is
also verified. For example, ZFR/ZFT can provide se-
crecy outage rate of 1.4 bits/s/Hz with N = 40 while
N =150 is required for MRC/MRT in Figure 6. More-
over, it can be seen in Figures 6 and 7 that, using both
linear processing methods in Cases 1.3 and 2.3, i.e.,
(a, 5) = (1,0) and (v, 5) = (1/2,0) respectively,
there is the best %{@Eé” compared to other cases of

Case 1, ie., [(a,8) = (1,1); (e, 8) = (1,0) | and
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memes MRCIMAT, ratn of OSE,
=
g ||~ TFREFT. e of 055 s
5 et
o = 0.0) el
T M) (12, 12) e
4 fou 1= (1, 1)

y to, ) = (12, 102)
& (. 4= (0,0}

Rate (bitais/Hz)
1

{a, M =01, 1)

50 100 150 200 250 300 150 400 450 800
Mumber of relay antennas, N

Figure 8. Secrecy outage rate of MRC/MRT and
ZFR/ZFT relaying schemes versus N in Theorem 2,
Theorem 4, Case 1.1 and Case 2.1 of power scaling
law with £ = Fs = Er = 10dB and ¢ = 0.1.

that of Case 2, i.e., [(a, 8) = (1/2,1/2);(a, B) =
(1/ 2,0)] respectively, which proves that allocating
transmit power at R also has significantly effect on
the secrecy outage rate. Meanwhile, there is a gap
of %gggéu between Case 1.1 and Case 1.2 or Case
2.1 and Case 2.2 being very small in Figure 6 or 7,

respectively.

Furthermore, we can see that, the effective improve-
ment of %3;‘;{” according to Theorems 2 and 4,
ie, (a,8) = (0,0), is the best when comparing
to Cases 1.1 and 2.1 ie., (o, ) = (1/2,1/2) and
(a, B) = (1, 1) respectively, as illustrated in Figure 8.
However, reductive capability of transmit power at
BS and R in case of (a,3) = (0,0) hasn’t ability.
In Case 1.1 with («, 8) = (1,1), the transmit power
cutdown at BS and R is the best by inversely propor-
tional to the number of antennas, 1/N, but @3}35{”
in this case is small since it rapidly approaches to a
saturated level in spite of increasing N — oo. For-
tunately, Case 2.1 with (o, 3) = (1/2,1/2) shows
that the transmit power at BS and R can be scaled by
factor 1/v/N and concurrently improving the effec-
tive %{f‘s‘gk/” as more increasing NV in Figure 8. From
above analyses, it allows us chose effective relaying
schemes based on given secure requirement of system
performance.
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6. CONCLUSION

In this paper, we have introduced a secure multiuser
transmission downlink based on massive MIMO
DF relaying strategy, in which both MRC/MRT and
ZFR/ZFT techniques are adopted into physical layer
security. As a result, the exact and asymptotic ex-
pressions for user rate and outage secrecy rate for
a predetermined secure outage probability of eaves-
dropper links with CSI imperfection are derived. We
then have focused on the analysis and comparison of
secrecy outage rate expressions in terms of SNRs,
different number of users, number of antennas and
eavesdropper distance. It is shown that, ZFR/ZFT
processing technique at relay provides a better choice
than the MRC/MRT based one in terms of the achieved
secrecy performance. It is noteworthy that, infor-
mation leakage prevention in all cases is quite good
regardless of passive eavesdroppers located a short-
distance from the relay. Since we can observe that
passive eavesdroppers have less effect on secrecy
ratc when multiple-antenna MIMO relaying tech-
niques are adopted. Specifically, the acquired rate
of an eavesdropper diminishes to zero when asymp-
totic analysis is considered in various scenarios. In
particular, the MIMO DF relaying system based on
the large antenna array gain can balance between
the achievable secrecy outage rate and effective de-
creased transmit power at the relay and BS. These
results provide some useful insights to assist the de-
sign of massive MIMO relaying schemes for secure
information transmission.

7. APPENDIX

A. Proof of Theorem 1

In this appendix, Theorem 1 is proved to achieve the
rate of the transmission link BS — R — D;. Based
on MRC/MRT, the expression (16) is rewritten as

1 .
HEC = 5 log, (1+ min (v, ). (64)

From (64), we first need to calculate ygy , including

four terms, ie., E{alggry}, Var (af ggrx) ISk,
and NRy, as follows:

We derive E {a] ggr .} by using MRC with AT =
GIB{R as

E{algers} =E {||gBR,k||2} ~ Nogg.  (69)

We are now to achieve Var (a] ggr 1 ), which is
rewritten after using (65) as

2
Var (a,{gBR,k) =F {|a£gBR,k| } — N2,
—E{lgoras '} — Nobg. (66)
By applying [*, Lemma 2.9 |, we have

Var (a} ggrr) = N(N + 1)ogg — N2ogg,
= Nogg. (67)

We derive the third term, i.e., ISy, by re-expressing it
as follows:
'}

K
E {|a{gBR,i|2} = Z E {|ggR7kgBR,i

ik

In a similar way, we obtain NRy, as

NRy, = E {[ghr e[}
= Nogg. (69)

Substituting (65), (67), (68), and (69) into (29), we

obtain the result of ygx as

2
we _ NPsogg

g = L — 70
VBR, KPsoly 11 (70)

Next, we derive a approximated expression SINR of
the transmission link R — Dy, by following the same
calculative way in the first phase above. As a result,
we have

~4
NPRURDJC

Pr (&?(D,k + UZ,k) + 1] Y Ghp.
(71)

MRC

’YRDk - |:

From (70) and (71), we finally obtain (35) in Theo-
rem 1.

B. Proof of Theorem 2

We will prove Theorem 2 from starting (19), hence,
the inverse CDF of 7, is needed. We first need to

calculate the SINR expression of gi° (36) in terms

2
with MRT

of |gZ gx |” and K el g
8RE,k8RD, i ik |8RE,k8RD,i

beamforming, B = Burc = purc Gxp-
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2
, we have

T s
For ’gRE,kgRD,k

T 2 T “ 2
|gRE,kbk’| :|gRE,kgED¢k| >
2 ~

= llgrexl’ pincOre s  (72)

Similarly, we also have

K , & ,
> lgkesbil” = gke sdro.l
ik ik

K
= |lgrexll? pore Z 6kpi (73)
itk
Substituting (72) and (73) and into (36), the achiev-
able rate of the eavesdropper channel BS — R — E,
is

N Pso
%MRC =1 1 : BR ;
B = o (I | Tep oy T
hre 4|2 b
I RE:;k“ R
[hrexl|”c+ Nd
where grer = /TREkDRer With MRy being

distance-dependent path-loss attenuation with the
2 _ 2 22
value of one denoted by ORE k> b = PRUREJCO'RDﬁ,
— 2 K -2 _vK -2

¢ = Progg, Zi;ék IRD,i» and d = Zi:} ORD;i*

From (74), we can rewrite the expression (19) as in
(75) shown at the top of the next page. Next, it
notes that we can simplify the expression (75) based
on the characteristic of network setting by using ad-
vantage of large antenna arrays at R. Specifically,

making Vh¥, is always greater than Y, if C1 :

KPso?,+1)52
w Consequently, we have
Psoir 2izk Ok,

N >

2
e (el o) ),
”hRE,k: || c+ Nd

(76)

Having (76) at hands allows us to derive the the CDF
of 7£:¢. Mathematically, we can write

[hgesl” b

E,. (y)=Pr| ———— <y amn

'YEk( ) <||hRE,k||2C+Nd

Over Rayleigh fading channels, hRE,kH2 is x? dis-
tributed with 2 degrees of freedom, it is straightfor-
ward to arrive at

Ndy
P () =P (sl < 222 ).
7
—1—exp (— Ndy ) . (78)
b—cy

https://doi.org/10.52111/qn;js.2021.16307

resulting in FW_Ei (7) as

Nd — (b+ c¢)log(l —7)
Nd—clog(l—7)

Fi () = (79

Combining (21) and (79), Theorem 2 is derive.

C. Proof of Theorem 3

Proof of Theorem 3 is starting from (16), in which the
definition of the achievable rate of the transmission
link BR — R — Dy is derived by using ZFR/ZFT.
Hence, we need to calculate both &% and 7&p, in
two phases as follows:

Firstly, the k-th signal stream processed at R can be
rewritten by recalling Az in (26) as in (80) shown

at the top of the next page. where [AZFL =

H -1 ~H
[(GBRGBR) GBR] A
The SINR at rj, due to no multiple signal stream
interference, i.e., IS, = 0, can be rewritten as

Ps ‘]E { [AZF]k gBR,kH2

PsVar ([Azp] . gBR,k) + NRy

7ZF A
D, =

» (@D

With property of ZF , we have A% . Ggr = Iy > re-
sulting in Az gBR,; = Ok;. where d; ;; = 1 when

k = i and O otherwise. Therefore, we have
E{[Az| goref=1. (82)

From (82), the variance of ([AZF] . gBR,k) is given
by

. . 2
Var ([Azp} i gBR,k:) =E {‘ [AZF] i gBR,k‘ —1=0.
(83)
For NR;., we have

NRy = ]E{‘a,{anf} ,
=E {‘ [(G'IB{RGBRY1 GIB{R} i nR,kV} , (84)

—E {Tr ([(GgRGBR)_l] kk;)} '

By using the identity of the book.** Lemma 2.10, we
have

1

NRp = ——————.
TN = K)ol

(85)
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1 .
= Pr (5, > A8° ~ 10w, (14 min (5. +4)) ).

e 2 , ,
Py ]\/P520'%R < ”hREQ’k” b . ( NPSQO’%R 22(.%%‘;?—%3?&) _ 1)
KPsogg +1 7 ||hgesl|" b+ Ne KPsogg +1
2 2 2
+Pr NPS20—BR ||hRE2,k|| b Pr ||hRE2]<‘|| b 22(%320—%5‘3&) ~-1]. (75)
KPsogg +1 ||hresl| c + Nd [hrexll” ¢+ Nd

ri = /Ps [(GgRGBR)_l Géﬂk EBR.ALE

K
+ \/FSZ [(G{B{RGBR)71 GgR} , 8BRiTi + [(C'ngGBRy1 GgR} R

ik

=vbs [Azp} , BBRAKTE F \/FSXK: {Azp}  BBRiTi + {AZF} R (80)

Substituting (82), (83), and (85) into (81), the
achieved close-expression SINR of the k-th signal
stream at R is obtained as

Yeri = (N = K)Psogg. (86)

Secondly, we derive a close-form expression SINR of
the transmission link R — Dy, by the above same way,
namely,

. (N — K)Progp s

TRD;, = K :
2 ~9 K 1
PRY 102+ 0fpa 2ic1 .

From (86) and (87), we finally obtain (40), i.e., the
proof of Theorem 3 is completed.

(87)

D. Proof of Theorem 4

To prove Theorem 4, we first compute 7&g, from (42).
With the help of the book,** Lemma 2.10, we obtain
items as follows:

The received signal at Ey, is

. 2
‘gg&k [BZF]k‘ -

2
p%FE{ } )
b ~ ~ -1
= |lgrex|” p2E { [(ngGED) ] } ;
Kk

~ lgresl® p2r 1 (88)
&éD,k N - K

ggE,k [GED (GEDGED) _1] i

- - 2
For Zf;ék E {‘ggE,k [BZF]z" } we have

K . 2
> 5 { fokes B '}
ik
K
= P%F Z E {

i#k

gg;E,k [GED (GgDGED) _1]

i

2}
2 K
lgre&ll” p7e Xien 52—
-~ RD,i ) (89)
N-K

Substituting (88) and (89) into (42), we have

1
T, = 5 log (1 -+ min ((N ~ K)Psogg,

||gRE,k||ZP%F 1

TR0,k N-K
5 .
lere sl o2 i 52—
RD.% +1
N—-K
(90)

Next, we perform the same approach as for
Theorem 2. Finally, we easily obtain the result as in
Theorem 4.
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